1. **Правилник о садржају, начину уписа и вођења евиденције посебних центара за превенцију безбедносних ризика у информационо-комуникационим системима**

Коментар на Нацрт овог Правилника доставио је Телеком Србија дана 20.01.2020.године заведен под бројем 1-05-3400-2/20-1

Телеком Србија

У члану 5. став 1. Нацрта Правилника наведено је које доказе треба доставити уз пријаву за упис у Евиденцију, као неоспоран доказ о обављању послова превенције и заштите од безбедносних ризика.

Предлажемо да се наведе да је потребно доставити један од наведених доказа, како је то утврђено у пријави за упис у евиденцију актуелног правилника.

РАТЕЛ

РАТЕЛ не прихвата предложену измену. Наиме, у пракси је утврђено да је целисходније прописати достављање свих предложених доказа, кумулативно, јер је из једног од ових аката врло тешко неспорно утврдити да подносилац пријаве, у тренутку подношења пријаве, пружа услуге превенције и заштите од безбедносних ризика.

Телеком Србија

Такође, предлажемо да исто буде наведено и у пријави (Образац 1), која је саставни део Нацрта Правилника, а у складу са наводом из претходног става.

У члану 5.став 1.тачка 3, наведен је Образац RFC 2350. RFC 2350 није образац већ IETF стандард.

РАТЕЛ

РАТЕЛ прихвата предложену измену и прецизира дефиницију документа RFC2350, те додаје у фусноти следеће „RFC 2350 је текстуални документ којим подносилац пријаве описује своје капацитете и каталог услуга, као и методе безбедне комуникације и исти представља један од најважнијих докумената у ЦЕРТ заједници. Документ је доступан као Aнекс Д на адреси https://tools.ietf.org/html/rfc2350 “

Телеком Србија

 У члану 6. став 2. после речи "електронским путем" и зареза, предлажемо да се наведе реч "осим". Претпостављамо да иста грешком није наведена.

РАТЕЛ

РАТЕЛ прихвата сугестију за измену овог става те исти мења тако да сада гласи: „Пријава за упис у Евиденцију и документација која се прилаже уз пријаву достављају се у форми електронског документа у оригиналу или у форми овереног дигитализованог акта, у складу са прописима којима се регулише електронски документ, електронска идентификација и услуге од поверења у електронском пословању, на електронску адресу Националног ЦЕРТ-а“.

Телеком Србија

У члану 8.став 3. уместо „става 1.“ потребно је да стоји „става 2.“ – прихваћено

У члану 8. став 4. уместо „става 2“ потребно је да „стоји става 3“ – прихваћено

1. **Правилник о врсти, форми и начину достављања статистичких података о**

 **инцидентима у информационо-комуникационим системима од посебног значаја**

Коментаре на Нацрт овог Правилника доставили су Телеком Србија дана 20.01.2020.године заведен под бројем 1-05-3400-1/20-1 и VIP достављен путем електронске поште дана 17.01.2020.године

Телеком Србија

У члану 2. став З.Нацрта Правилника, наведено је између осталог, да се подаци односе и на укупан број IP уређаја.

Потребно је прецизирати дефиницију IP уређаја јер није јасно да ли се у случају оператера електронских комуникација дефиниција односи и на IP уређаје код корисника услуга електронских комуникација.

VIP Mobile

Vrsta statistickih podataka (člаn 2)

Nacrt pravilnika u stavu З člаnа 2. predviđa da *"Podaci о operatorи /КТ sistema od posebпog zпčajaa odпose se па: рипо poslovпo ime operatora, sedište operatora, adresи za koпtakt, maticпi broj, ovlašćeпo lice, koпtakt оsоbи, telefoп koпtakt osobe, e-mail koпtakt osobe, iпternet straпicи i иkирап broj IР иređaja" .*

Smatramo da је nеорhоdпо da se definiše šta se smatra pod *„... иkирап broj IР иređaja" .* Da li је to bilo koji uređaj koji vrši obradu podataka, odnosno koji koristi IP protokol i koji su nakačeni nа mrežu?

РАТЕЛ

РАТЕЛ прихвата сугестију, измењена је дефиниција појма IP уређаји тако да сада гласи „укупан број IP уређаја који користе IP протокол за комуникацију, а који су у мрежи оператора ИКТ система од посебног значаја“

Телеком Србија

Члан 2. став 4. тачка 1:Малвер је заједнички назив за све врсте злонамерног софтвера, а не један од типова злонамерног софтвера. У том смислу, сматрамо да би било исправније да се изостави малвер из набрајања и да се исти да као појашњење злонамерног софтвера, нпр. "Инсталирање злонамерног софтвера (малвера, енгл. malware) у оквиру ИКТ...".

Члан 2. став 4. тачка 2:Предлажемо да се "социјални инжењеринг (лажно представљање и други облици)", наведе у тачки З. овог члана и става.

Члан 2. став 4. тачка 2:Нејасно је каква је разлика између "повреде података (енгл. data breaches)" и оне наведене у тачки 7. Предлажемо да се "повреда података" наведе у тачки 7 овог члана и става.

Члан 2. став 4. тачка 4:"Покушаји упада у ИКГ систем" -Овде се може говорити само примећеним покушајима, а чак и тада, ако је покушај био неуспешан, питање је да ли је то инцидент. Нејасно је како се уопште броје покушаји- по систему, по корисничком налогу или укупно?

РАТЕЛ

РАТЕЛ не може да прихвати ову сугестију, јер је дефиниција типова инцидената већ прописана Уредбом о поступку обавештавања о инцидентима, коју је припремило надлежно министарство.

VIP Mobile

Stav 2 člana 4. Nacrta pravilnika predviđa da *"Nacioпalпi CERT objedinjuje statističke podatke iz stava 1. ovog člапа и formi Godišпjeg izveštaja koji dostavlja miпistarstvи пadležпom za poslove iпformacioпe bezbedпosti (и daljem tekstи: Nadležпi orgaп) i isti objavljuje па svojoj iпternet straпici najkasnije do kraia drиgog tromesečja tekиće godiпe."*

Predlažemo da se ove odredbe dodatno preciziraju i doda stav 3 koji glasi:

*,,Godišпji izveštaj sadrži agregiraпe i aпoпimizovaпe podatke operatora IКТ sistema od posebпog značaja, а пе sadrži poiediпačпe podatke operatora IКТ sistema od posebпog zпačaja, kao пi осепи bezbedпosti pojediпacпog operatora IКТ sistema od posebпog zпаčaja.*''

РАТЕЛ

РАТЕЛ прихвата предлог и додаје став 3. члана 4. „Годишњи извештај садржи агрегиране и анонимизоване податке оператора ИКТ система од посебног значаја, а не садржи појединачне податке оператора ИКТ система од посебног значаја, као ни оцену безбедности појединачног оператора ИКТ система од посебног значаја. „